
 

RISK IDENTIFICATION TEMPLATE  

 

PART I: THREAT ASSESSMENT 

[ORGANISATION NAME] 

Attack type Selected Rationale Existing controls 

Marauding attacker  
(MTA) 

Yes   ☐     

No    ☐ 

Briefly outline how this threat is relevant (or 
not relevant) to your business 

Provide a brief overview of the existing controls you have in place 
to control the risks associated with this threat 

Vehicle as Weapon  
(VAW) 

Yes   ☐     

No    ☐ 

  

Fire as Weapon 
(FAW) 

Yes   ☐     

No    ☐ 

  

Improvised Explosive 
Device (IEDs) 

Yes   ☐     

No    ☐ 

  

Chemical, biological, 
radiological attack (CBR) 

Yes   ☐     

No    ☐ 

  

Cyber-attack Yes   ☐     

No    ☐ 

  



 

 

 

PART II: VULNERABILITY AND IMPACT ASSESSMENT 

 

Vulnerability Threat Event Op Fin Org Life Env Leg Rep Overall Rating 

Describe the vulnerability Note applicable threat(s) Describe what could go wrong        Highest score 

           

           

           

 


